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1. Introduction 
Future Tech Labs FZCO ("Future Tech," "we," "our," or "us") respects your privacy and is 

committed to protecting your personal data. This Privacy Policy explains how we collect, 

use, store, and disclose information when you access and use the Future Tech Platform 

available at www.almanak.co (the "Platform"). 

This Privacy Policy is designed to comply with applicable United Arab Emirates (UAE) laws, 

including Dubai Multi Commodities Centre (DMCC) regulations, while considering 

relevant international data protection standards. 

By accessing or using the Platform, you consent to the practices described in this Privacy 

Policy. If you do not agree, please refrain from using the Platform. 

 

2. Data We Collect 

Future Tech collects the following types of data: 

2.1 Personal Data 

We collect the following user-provided personal data: 

● Cryptocurrency Wallet Address – Required for Platform authentication and 

transactions. 

● IP Address – Used for security, fraud prevention, and compliance purposes. 

● Telegram Handle – If provided, used for communication and support. 

● Twitter Handle – If provided, used for engagement and communication. 

● Email Address – If provided, used for communication, account-related updates, 

and security alerts. 

2.2 Non-Personalized Data 

We also collect non-personalized information to enhance the Platform’s functionality and 

performance: 

● Application choices and user movements within the Platform. 

● Timestamps of interactions and access times. 

● Geolocation data (approximate, based on IP address). 

● Device type, browser, and operating system. 

● Interaction data related to Platform features and tools. 



This information is used for optimization, troubleshooting, analytics, and improving user 

experience. 

 

3. How We Use Your Data 

Future Tech processes collected data for the following purposes: 

3.1 Platform Operation 

● Authenticating user access to the Platform. 

● Enabling transactions and wallet interactions. 

● Managing AI Agent Wallet permissions and transaction execution. 

● Enhancing security and fraud prevention. 

3.2 Platform Optimization and Analytics 

● Analyzing usage trends and improving Platform functionality. 

● Enhancing user experience based on behavioral data. 

● Diagnosing technical issues and optimizing Platform performance. 

3.3 Communication and Support 

● Providing customer support and responding to inquiries. 

● Sending security alerts and transaction confirmations. 

● Sending updates about Platform features and improvements. 

3.4 Compliance and Legal Requirements 

● Detecting and preventing fraudulent or suspicious activities. 

● Complying with UAE regulations, DMCC requirements, and other applicable laws. 

● Responding to lawful requests from regulatory bodies or authorities. 

 

4. Data Sharing and Disclosure 

We do not sell or rent user data. However, Future Tech may disclose data under the 

following circumstances: 

4.1 Service Providers 

We may share data with third-party service providers who assist in: 

● Platform hosting, infrastructure, and security services. 

● Analytics, optimization, and technical support. 



These providers do not have direct access to personal data except as required to perform 

specific services on our behalf. 

4.2 Legal and Compliance Requirements 

We may disclose user data if required by applicable UAE laws, DMCC regulations, or 

international legal obligations. This includes: 

● Responding to government, regulatory, or law enforcement requests. 

● Enforcing legal agreements and protecting Platform integrity. 

Where legally permitted, Future Tech will notify users before complying with such 

requests. 

4.3 Business Transfers 

In the event of a merger, acquisition, or restructuring, user data may be transferred to the 

successor entity. 

 

5. Data Security and Retention 

5.1 Security Measures 

Future Tech employs security measures to protect user data from unauthorized access, 

loss, misuse, or alteration.  

However, no system is completely secure, and users acknowledge that specifically 

blockchain transactions are inherently transparent. 

5.2 Data Retention 

We retain personal data for a minimum of ten (10) years, or longer if required to comply 

with legal, regulatory, or business obligations, including: 

● User authentication and Platform access – Retained while the user actively 

engages with the Platform. 

● Compliance with legal obligations – Data may be retained for regulatory 

compliance, including audits and investigations. 

● Security and fraud prevention – Data may be retained for audit and investigation 

purposes. 

When data is no longer required, it will be securely deleted or anonymized, except where 

retention is mandated by regulatory requirements. 

 

6. User Rights and Choices 



Users have certain rights regarding their personal data, subject to applicable UAE and 

DMCC regulations. 

6.1 Access and Correction 

Users may request access to their personal data and correct any inaccuracies by contacting 

inquiries@almanak.co 

6.2 Data Deletion 

Users can request deletion of their personal data where permitted by law, except when 

required for: 

● Regulatory compliance (e.g., AML/KYC requirements). 

● Security investigations or fraud prevention. 

● Legal retention obligations as described in Section 5.2. 

6.3 Restriction of Processing 

Users may request to restrict the processing of their data under certain conditions (e.g., 

pending a dispute resolution). 

6.4 Withdrawal of Consent 

Where processing is based on user consent (e.g., email communications), users may 

withdraw consent at any time by contacting inquiries@almanak.co 

 

7. Cross-Border Data Transfers 

User data is stored primarily within the UAE. However, in some cases, data may be 

processed in jurisdictions outside the UAE. 

Where data transfers occur, Future Tech ensures appropriate safeguards, such as: 

● Compliance with UAE data transfer laws. 

● Data transfer agreements ensure equivalent protection standards. 

Users acknowledge that blockchain-based transactions are inherently global, and certain 

data (e.g., wallet addresses) may be publicly visible on-chain. 

 

8. Cookies and Tracking Technologies 

Future Tech does not use intrusive tracking technologies but may utilize cookies or similar 

tools to: 



● Improve user experience and performance. 

● Secure Platform authentication and prevent fraud. 

Users may manage cookie settings within their browser preferences. 

 

9. Changes to This Privacy Policy 

Future Tech reserves the right to update this Privacy Policy periodically. Changes will be 

posted on the Platform with the updated "Effective Date." 

Users should review this Privacy Policy periodically to stay informed about how their data 

is managed. 

 

10. Contact Us 

For any privacy-related inquiries, users may contact us at: 
 

 Email: inquiries@almanak.co. 
 Address: Future Tech Labs FZCO, DMCC Business Centre, Level No 12, Uptown Tower, 

Dubai, UAE 

This Privacy Policy forms part of the Terms and Conditions, which govern the overall 

relationship between users and Future Tech. By continuing to use the Platform, you agree 

to this Privacy Policy and the Terms and Conditions. 
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